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i
 Convenience, speed, and low cost digital solutions with misleading marketing for financial 
products with higher returns can affect users’ behavior and judgment, and many may fall victim 
of shadow digital banking activities. 
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ii
 The EU General Data Protection Regulation (GDPR) is driving growth in software-based privacy 

solutions with capabilities such as artificial intelligence, machine learning, automation, identity 
intelligence and big data. 
iii
 As more organizations and consumers migrate to cloud-based services and infrastructures at 

external cloud providers, there is a growing need to secure cloud services and endpoints. 
Consequently, global cloud security market is expected to increase from USD 5.9 billion in 2017 
to USD 9 billion in 2020. 
iv
  By 2020, an estimated 50 billion devices will connect the 8 billion people worldwide to their 

cars, homes, communities, medical information and work (Accenture’s 2017 Global Distribution 
& Marketing Consumer Study). As more devices are connected via the internet, the society as a 
whole is increasingly vulnerable to cyber-attacks on control and infrastructure systems. 
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v
 Decree no. 3553/2000 
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vi
 BDL Circular no.331/2013 

vii
  Lebanon’s GDP was estimated at USD 40.06 billion in 2013, and 49.5 in 2016 (World Bank). 
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viii

 A FinTech sandbox is a testing environment, contained within a regulatory authority, that 
allows reducing barriers to test innovative financial products and services, while at the same 
time ensuring that adequate safeguards are in place to mitigate risks and protect 
consumers. 
ix
 Decision no. 32/2012 

x
 BDL Circular no. 69/2000 
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 BDL Circular no. 83/2001 

xii
 BDL Circular no. 99/2005 

xiii
 BDL Circular no. 144/2017 

xiv
 BDL Annoucement no.900/2013 
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https://www.ft.com/content/39ec1e84-ec45-11e5-bb79-2303682345c8
http://www.bbc.com/news/technology-39913630
https://www.ft.com/content/2394ee58-9997-11e7-b83c-9588e51488a0
https://www.ft.com/content/2394ee58-9997-11e7-b83c-9588e51488a0
http://momentum.partners/docs/Quarterly/Cybersecurity_Market_Review_Q2_2017.pdf
https://www.tuv.com/media/germany/isec/flyer_2/Cybersecurity_Trends_2015-E_.pdf
https://mscorpmedia.azureedge.net/mscorpmedia/2016/10/Tech-Scams-Public-Report.pdf
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https://www.mimecast.com/solutions/email-security/spear-phishing/
https://cybersecurityventures.com/cybersecurity-market-report/
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https://www2.deloitte.com/global/en/pages/financial-services/articles/2015-banking-outlook.html
https://www2.deloitte.com/global/en/pages/financial-services/articles/2015-banking-outlook.html
https://www.infosecurity-magazine.com/news/banks-hit-300-times-more-attacks/
http://investor.shareholder.com/jpmorganchase/secfiling.cfm?filingID=19617-15-367
https://www.forbes.com/sites/stevemorgan/2016/01/27/bank-of-americas-unlimited-cybersecurity-budget-sums-up-spending-plans-in-a-war-against-hackers/#3dc1de4a264c
https://www.forbes.com/sites/stevemorgan/2016/01/27/bank-of-americas-unlimited-cybersecurity-budget-sums-up-spending-plans-in-a-war-against-hackers/#3dc1de4a264c
https://researchcenter.paloaltonetworks.com/2016/06/cybersecurity-more-threats-but-also-more-opportunities/
https://researchcenter.paloaltonetworks.com/2016/06/cybersecurity-more-threats-but-also-more-opportunities/
http://www.iktissadevents.com/events/ACCF/3
https://www.ft.com/content/cff284b0-c0bd-11e7-b8a3-38a6e068f464
https://sic.gov.lb/report/Cybercrime%20Guide.pdf
https://sic.gov.lb/report/Cybercrime%20quick%20reference.pdf

